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Si votre systeme informatique se fait pirater (comme 1’ont été les sites Internet de SONY,
Orange, Google, Bercy, le ministére des Finances..), les auteurs de l’attaque ne sont pas les
seuls a étre inquiétés d’une telle fuite. Les responsables du traitement peuvent en effet avoir a
fournir quelques explications a la CNIL. Méme sanction, si vous perdez votre clé USB, disque dur
externe ou pire, votre ordinateur portable. Et pour cause, si vous manipulez des données qui
permettent d’identifier une personne, communément appelées des données personnelles), vous
étes tenus a une série d’obligations de sécurité afin d‘éviter la violation de données a
caractéere personnel (destruction, perte, altération, divulgation, accés non autorisé).

L'article 34 bis de la loi Informatique et Libertés les oblige par exemple a avertir sans délai
la CNIL et a tenir a jour un registre des incidents. En principe, les particuliers, victimes
collatérales de cette faille, doivent également étre informés sans délai, sauf si la CNIL « a
constaté que des mesures de protection appropriées ont été mises en cuvre par le fournisseur afin
de rendre les données incompréhensibles a toute personne non autorisée a y avoir acces et ont été
appliquées aux données concernées par ladite violation ». En clair, pas d’'alerte direct des
clients si les rustines ont été correctement appliquées.

Plus globalement, l’article 34 de la loi Informatique et Libertés impose au responsable d’un
traitement de prendre toutes précautions utiles pour préserver la sécurité des données et,
notamment, empécher qu’elles soient déformées, endommagées, ou que des tiers non autorisés y
aient accés. Evidemment, cette protection différe selon la nature des données et des risques
présentés par le traitement.

Enfin, selon l'article 226-17 du Code pénal, le fait de procéder ou de faire procéder a un
traitement de données a caractéere personnel sans mettre en oeuvre les mesures prescrites a
1’article 34 est puni de cing ans d’'emprisonnement et de 300 000 euros d'’amende.

Etonnant non ?

Apres cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..

Source
http://www.nextinpact.com/news/91600-un-partenaire-tfl-pirate-quelles-consequences-juridiques. htm
Extrait de Marc Rees adapté par Denis JACOPINI



https://www.lenetexpert.fr/que-risquez-vous-si-vous-egarez-une-cle-usb-un-disque-dur-ou-si-vous-vole-les-donnees-de-votre-entreprise/
https://www.lenetexpert.fr/que-risquez-vous-si-vous-egarez-une-cle-usb-un-disque-dur-ou-si-vous-vole-les-donnees-de-votre-entreprise/
https://www.lenetexpert.fr/que-risquez-vous-si-vous-egarez-une-cle-usb-un-disque-dur-ou-si-vous-vole-les-donnees-de-votre-entreprise/
https://www.lenetexpert.fr/que-risquez-vous-si-vous-egarez-une-cle-usb-un-disque-dur-ou-si-vous-vole-les-donnees-de-votre-entreprise/
http://www.nextinpact.com/news/91600-un-partenaire-tf1-pirate-quelles-consequences-juridiques.htm

Assurer la sécurité
informatique et la sauvegarde
des données

se ﬁyrl{g

’H%
sauve JE d es donnees

DS



https://www.lenetexpert.fr/assurer-la-securite-informatique-et-la-sauvegarde-des-donnees/
https://www.lenetexpert.fr/assurer-la-securite-informatique-et-la-sauvegarde-des-donnees/
https://www.lenetexpert.fr/assurer-la-securite-informatique-et-la-sauvegarde-des-donnees/
http://www.courrierdesmaires.fr/44682/assurer-la-securite-informatique-et-la-sauvegarde-des-donnees/

Protection des données : 1le
Cese préconise un
renforcement de 1’éducation

au numérique

= Progtection des donn?es : le Ceae
Eregonlse un rentorcement e
education au numerique



https://www.lenetexpert.fr/protection-des-donnees-le-cese-preconise-un-renforcement-de-leducation-au-numerique/
https://www.lenetexpert.fr/protection-des-donnees-le-cese-preconise-un-renforcement-de-leducation-au-numerique/
https://www.lenetexpert.fr/protection-des-donnees-le-cese-preconise-un-renforcement-de-leducation-au-numerique/
https://www.lenetexpert.fr/protection-des-donnees-le-cese-preconise-un-renforcement-de-leducation-au-numerique/

Dans un avis adopté a 1l’unanimité le 13 janvier intitulé « Données numériques : un enjeu d’éducation et de
citoyenneté », le Conseil économique social et environnemental (Cese) appelle le gouvernement a déclarer 1’'éducation au
numérique pour tous grande cause nationale 2016.

Une prise de position qui arrive en pleine actualité sur fond de terrorisme, mais aussi dans le contexte de 1’affaire
Prisme qui met en accusation les agences américaines du renseignement sur la surveillance des citoyens, des entreprises
et des Etats. Elle relance le débat sur la question des données et des équilibres a établir entre leur bonne
exploitation par tous dans une optique d’intérét général et la protection des libertés individuelles.

Les opportunités du numérique sont considérables. La multiplication des données statistiques, des échanges collaboratifs
dans le monde, a fait sensiblement progresser la recherche sur le traitement de certaines maladies. Les villes sont
désormais mieux a méme de gérer 1’espace public, 1'énergie ou la mobilité des citoyens. L'éducation bénéficie d’un
immense apport de connaissances. « Mais dans le méme temps, les sujets relatifs a la protection de la vie privée et le
risque que ces données révélent une partie de nous-mémes et de notre vie privée montrent aussi qu’il y a danger »,
tempére Eric Peres, le rapporteur de la section de 1’éducation, de la culture et de la communication du Cese qui
présentait le projet d’avis en assemblée pléniere.

En mettant 1’accent sur ce sujet, le Cese « ne veut pas stigmatiser, mais plutét contribuer a mieux gérer le déluge de
données numériques a la fois pour en faire des opportunités d’intérét général et aussi protéger les citoyens ».

Dans cette perspective, 1’avis met 1l’accent sur quelques préconisations prioritaires.

L'école reste un lieu sensible a la fois « pour faire de l’information numérique un véritable outil de savoir et
permettre des le plus jeune age d’apprendre a maitriser 1’usage des outils et aussi celui des données personnelles
numériques ». Le Cese reprend pour l’essentiel des propositions déja formulées dans d’autres instances, notamment la
généralisation du brevet informatique (B2i) ou encore, dans 1’enseignement supérieur, 1’augmentation du volume d’heures
d’informatiques dans les classes préparatoires scientifiques et le développement de formations spécialisées autour de la

donnée (data scientist, data broker)

Co-régulation des données personnelles dans les villes

L’entreprise et 1’administration ont aussi rdéle a jouer, mais cette fois, dans la « gestion éthique des données ». En
assurant des pratiques « loyales, licites, transparentes et encadrées », elles amélioreraient leur image vis a vis du
public et pourraient en tirer quelque avantage. Le rdle du correspondant informatique serait sensiblement renforcé. Par
ailleurs, les membres du conseil recommandent un encadrement plus strict de la gestion des données transmises par les
objets connectés « en faisant de la protection un réglage par défaut ». Ils militent également « pour un droit des
citoyens au silence des puces » et souhaitent la généralisation du consentement préalable de 1’usager (Opt-in) pour
1’exploitation des données personnelles.

Pour tout cela, une régulation normative est nécessaire. Aussi le conseil réaffirme-t-il son soutien a la sortie du
projet de réglement européen sur la protection des données. Au niveau national, il préconise un renforcement de la Cnil,
notamment a travers son pouvoir de sanction financiére. Et il encourage aussi des voies plus originales « permettant de
rendre aux individus le contrdle de 1’utilisation de leurs propres données ».

A cette fin il propose la création de plateformes publiques assurant la gestion de données sensibles telles que les
données de santé. Au niveau local, il suggére méme la mise en place de solutions de co-régulation a travers des régies
locales jouant le rdole de tiers de confiance. Elles seraient chargées de conserver et de gérer les données personnelles,

utiles par exemple a l’amélioration des services d’'une ville. Les citoyens accepteraient de mettre en commun leurs
données dans le cadre de projets d’intérét général, sur la base d’une gouvernance solidaire et coopérative.

Aprés cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..
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Face a la prolifération des données qu’une entreprise a a gérer et a la complexité réglementaire qui 1’accompagne, la Cnil lance un
nouveau label visant a prouver la conformité de sa gouvernance.

Garantir a ses clients que l’on est conforme aux bonnes pratiques de la Cnil en matiére de gestion des données personnelles, c’est
1’objet de ce nouveau label « Gouvernance Informatique et Libertés » dévoilé par la Commission. Apreés les labels « formation », «
procédure d’audit » et « coffre-fort numérique », la Cnil veut maintenant donner au Correspondant Informatique et Libertés (Cil) un
autre moyen d’améliorer la gestion.

Pour rappel, le Cil est depuis 2005 la personne intermédiaire entre une entreprise et la Cnil. Du coup, ce nouveau référentiel
s’adressera forcément aux organisations possédant un tel référent (plus de 10 000 a ce jour). La création de ce nouveau label est
partie du constat du régulateur que les entreprises et organismes publics avaient de plus en plus besoin « d’identifier clairement les
procédures a mettre en place pour une bonne gestion des données personnelles ». Pour y prétendre, 25 exigences (.rtf) ont été définies
par la Cnil.

Celles-ci sont organisées en trois thématiques : l’organisation interne liée a la protection des données, la méthode de vérification
de la conformité des traitements a la loi Informatique et Libertés et la gestion des réclamations et incidents. Pour le régulateur, ce
label témoignera « de la volonté de l’organisme d’innover et de traiter les données personnelles de maniére responsable » et
constituera donc un atour pour ses clients.

Tous les organismes, publics ou privés ayant désigné un correspondant informatique et libertés peuvent prétendre a ce label.
Téléchargez le dossier de candidature

Une fois complété, envoyez le dossier

soit par le biais du formulaire de dépot en ligne

soit par courrier postal (CNIL, 8 rue Vivienne, (€S30223, 75083 paris Cedex 02)

Apres cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..
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Face au nombre record de piratages sur le sol américain en 2014 et aux milliers de données
personnelles lachées dans la nature, Barack Obama a présenté un panel de lois destinées a renforcer
la cyber-sécurité des entreprises et a réguler leur comportement.

2014 se traduit par un nombre record de cyber attaques ayant ciblé plusieurs grandes entreprises,
dont Target, Home Depot, Staples et bien sir Sony. Ajoutons a cela que pres de la moitié des adultes
américains se serait fait hacker en 2014. A tel point que CNN est allé jusqu’'a développer un outil,
“What hackers know about you ?” (Que savent les hackers sur vous ?). Celui-ci renseigne l’utilisateur
sur ses données potentiellement menacées selon les entreprises dont il est client. Rien de rassurant,
donc.

Citant un récent sondage selon lequel 91% des américains ont aujourd’hui le sentiment d’avoir perdu
le contrdle sur leurs données personnelles, le président Barack Obama a proposé la mise en place d'un
Personal Data Notification & Protection Act.

Premier objectif : harmoniser la 1égislation au niveau fédéral et fixer aux entreprises un délai
maximum de 30 jours pour avertir leurs clients en cas de piratage de leurs données privées. A 1'heure
actuelle, 47 lois étatiques différentes 1égiferent sur la question. En fonction de 1’Etat dans lequel
il vit, un citoyen peut donc étre averti ou non en cas de probleme.

Le second projet de loi est spécifiquement consacré aux étudiants. Inspiré d’une loi californienne
promulguée 1’an dernier, le Student Digital Privacy Act interdirait aux entreprises de vendre les
données d’étudiants dans un but non-éducatif. A 1’heure ol tablettes et ordinateurs portables se
généralisent dans les salles de classe, de plus en plus de données sont collectées, et parfois
vendues a des publicitaires ou des institutions financiéres. Cette loi vise a éviter que les données
des étudiants ne soient utilisées de maniére déloyale par leurs futurs employeurs ou banquiers. Une
charte circule déja parmi les entreprises a cet effet, et 75 sociétés 1l'auraient déja signée (dont
Apple et Microsoft). Les entreprises assurant un service éducatif qui ne signeraient pas cet
engagement pourraient étre dépossédées de leur mission.

Enfin, le chef de 1'Etat a également proposé la mise en place d’une déclaration des droits a la vie
privée du consommateur, le Consumer Privacy Bill of Rights, qui donnerait a celui-ci la possibilité
de décider quelles données personnelles sont collectées et comment elles sont utilisées. La cyber-
sécurité des entreprises détenant des données personnelles serait également renforcée. « Plus nous
protégerons les données des consommateurs, plus il sera difficile pour les hackers de frapper nos
entreprises et d’affaiblir notre économie. » a affirmé Barack Obama. Aux entreprises également de
renforcer leurs systemes. Sony par exemple, dont la console de jeux Playstation Network a été piratée
pendant Noél, promet des investissements importants dans des serveurs et des techniciens capables de
les gérer en cas d’'attaques.

Aprés cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..
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Si votre systeme informatique se fait pirater (comme 1’ont été les sites Internet de SONY,
Orange, Google, Bercy, le ministére des Finances..), les auteurs de l’attaque ne sont pas les
seuls a étre inquiétés d’une telle fuite. Les responsables du traitement peuvent en effet avoir a
fournir quelques explications a la CNIL. Méme sanction, si vous perdez votre clé USB, disque dur
externe ou pire, votre ordinateur portable. Et pour cause, si vous manipulez des données qui
permettent d’identifier une personne, communément appelées des données personnelles), vous
étes tenus a une série d’obligations de sécurité afin d‘éviter la violation de données a
caractéere personnel (destruction, perte, altération, divulgation, accés non autorisé).

N

L'article 34 bis de la loi Informatique et Libertés les oblige par exemple a avertir sans délai
la CNIL et a tenir a jour un registre des incidents. En principe, les particuliers, victimes
collatérales de cette faille, doivent également étre informés sans délai, sauf si la CNIL « a
constaté que des mesures de protection appropriées ont été mises en cuvre par le fournisseur afin
de rendre les données incompréhensibles a toute personne non autorisée a y avoir acces et ont été
appliquées aux données concernées par ladite violation ». En clair, pas d’'alerte direct des
clients si les rustines ont été correctement appliquées.

Plus globalement, l’article 34 de la loi Informatique et Libertés impose au responsable d’un
traitement de prendre toutes précautions utiles pour préserver la sécurité des données et,
notamment, empécher qu’elles soient déformées, endommagées, ou que des tiers non autorisés y
aient accés. Evidemment, cette protection différe selon la nature des données et des risques
présentés par le traitement.

Enfin, selon l'article 226-17 du Code pénal, le fait de procéder ou de faire procéder a un
traitement de données a caractere personnel sans mettre en oeuvre les mesures prescrites a
1’article 34 est puni de cing ans d’'emprisonnement et de 300 000 euros d’amende.

Etonnant non ?

Apres cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..
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Si votre systéme informatique se fait pirater (comme 1’'ont été les sites Internet de SONY,
Orange, Google, Bercy, le ministére des Finances..), les auteurs de l’'attaque ne sont pas les
seuls a étre inquiétés d’'une telle fuite. Les responsables du traitement peuvent en effet avoir a
fournir quelques explications a la CNIL. Méme sanction, si vous perdez votre clé USB, disque dur
externe ou pire, votre ordinateur portable. Et pour cause, si vous manipulez des données qui
permettent d’identifier une personne, communément appelées des données personnelles), vous
étes tenus a une série d’obligations de sécurité afin d‘éviter la violation de données a
caractere personnel (destruction, perte, altération, divulgation, acces non autorisé).

L'article 34 bis de la loi Informatique et Libertés les oblige par exemple a avertir sans délai
la CNIL et a tenir a jour un registre des incidents. En principe, les particuliers, victimes
collatérales de cette faille, doivent également étre informés sans délai, sauf si la CNIL « a
constaté que des mesures de protection appropriées ont été mises en cuvre par le fournisseur afin
de rendre les données incompréhensibles a toute personne non autorisée a y avoir acces et ont été
appliquées aux données concernées par ladite violation ». En clair, pas d’alerte direct des
clients si les rustines ont été correctement appliquées.

Plus globalement, l’article 34 de la loi Informatique et Libertés impose au responsable d’un
traitement de prendre toutes précautions utiles pour préserver la sécurité des données et,
notamment, empécher qu’elles soient déformées, endommagées, ou que des tiers non autorisés y
aient accés. Evidemment, cette protection différe selon la nature des données et des risques
présentés par le traitement.

Enfin, selon l'article 226-17 du Code pénal, le fait de procéder ou de faire procéder a un
traitement de données a caractére personnel sans mettre en oeuvre les mesures prescrites a
1'article 34 est puni de cing ans d’emprisonnement et de 300 000 euros d’amende.

Etonnant non ?

Apres cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..
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Prés de la moitié (49%) des entreprises de distribution et de biens de consommation au niveau mondial déclarent avoir
été victimes de fraudes au cours des deux derniéres années, selon une étude de PwC diffusée lundi.

«Ce chiffre ne cesse d’augmenter depuis 2009 (+12 points)», note le cabinet de conseil, qui a interrogé 5.128 dirigeants
d’entreprises, dont 383 du secteur de la distribution et des biens de consommation, issus de 99 pays. La fraude la plus
largement commise dans le secteur est le détournement d’actifs (76%), ce qui inclut «le vol, les décaissements
frauduleux et 1’appropriation illicite de matériel».

Risques liés a la cybercriminalité

La fraude aux achats arrive en deuxiéme position, beaucoup de répondants évoquant notamment des infractions liées a la
sélection des fournisseurs (59%) ou bien aux contrats/accords de maintenance conclus avec ces derniers (39%).

Si la corruption n’est pas la fraude la plus constatée (25%), 56% des dirigeants interrogés la considerent comme le
risque le plus élevé pour une entreprise opérant a 1’international.

Beaucoup de dirigeants évoquent également les risques grandissants 1iés a la cybercriminalité: un sur cinq déclare en
avoir été déja victime, et 27% pensent que leur entreprise y sera confrontée dans les deux années a venir.

Risque de renvoi ou de poursuites judiciaires

La perte de propriété intellectuelle (contrefagon, vols de données clients..) fait également partie de leurs
préoccupations pour l’avenir: seuls 7% en ont déja fait 1'expérience, mais 21% estiment qu’ils y seront confrontés d’ici
deux ans.

L’étude montre que dans plus de deux tiers des cas (67%), les auteurs de ces infractions sont des collaborateurs
internes aux entreprises. Ce taux est supérieur dans les secteurs de la distribution/biens de consommation, aux taux
constatés sur l'ensemble des secteurs (56%).

«Les auteurs de ces faits occupent, pour la plupart, des postes de cadres intermédiaires et sont séveérement punis
lorsqu’ils sont démasqués: les entreprises pratiquent majoritairement le renvoi; elles se lancent parfois dans des
poursuites civiles ou recourent aux autorités judiciaires», indique PwC.

Aprés cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..

Source :
http://www.20minutes.fr/societe/1515087-20150112-vols-cybercriminalite-contrefacons-pres-50-entreprises-victimes-fraudes

Antiterrorisme : les
Fournisseurs d’Acces a
Internet devraient travailler
plus étroitement avec le
gouvernement



https://www.lenetexpert.fr/antiterrorisme-les-fai-devraient-travailler-plus-etroitement-avec-le-gouvernement/
https://www.lenetexpert.fr/antiterrorisme-les-fai-devraient-travailler-plus-etroitement-avec-le-gouvernement/
https://www.lenetexpert.fr/antiterrorisme-les-fai-devraient-travailler-plus-etroitement-avec-le-gouvernement/
https://www.lenetexpert.fr/antiterrorisme-les-fai-devraient-travailler-plus-etroitement-avec-le-gouvernement/
https://www.lenetexpert.fr/antiterrorisme-les-fai-devraient-travailler-plus-etroitement-avec-le-gouvernement/

~+<

D =3+
=3t

(ol ()

n-=s
Qmnritn=

Q) =TI
<TI=SO0S

(2] )]
o= MO

n<g
Q

Les attentats perpétrés en France, la semaine derniére contre Charlie Hebdo, et a Montrouge, pourraient poser quelques questions sur le
niveau de sécurité dans 1’Union européenne, ainsi que sur les moyens des services de renseignement. Les FAI pourraient prochainement
devoir se rapprocher davantage des gouvernements.

« Je suis fermement convaincu que le moment est venu pour 1’UE de s’unir dans une action commune et cohérente contre le terrorisme ».
Tels sont les propos de Rihards Kozlovskis, ministre letton de 1’Intérieur, qui a représenté la présidence du Conseil de 1’Union
européenne a la réunion ministérielle internationale qui s’est tenue hier.

Les ministres d’Intérieur de la France, de 1’Allemagne, de 1’Autriche, de la Belgique, de 1’'Italie, des Pays-Bas, de la Pologne, du
Royaume-Uni, de la Suede, de 1’Espagne et du Danemark ont publié une déclaration (PDF) conjointe condamnant les actions terroristes
contre le journal francais Charlie Hedbo et les assassinats commis a Montrouge et Vincennes. Ensemble, ils souhaitent également
affermir leur lutte globale contre la radicalisation.

Internet jouant un réle majeur dans le déploiement de la propagande terroriste, il s’agira de l’une des pistes de réflexion privilégiée
pour renforcer les mesures de sécurité. Les ministres expliquent ainsi :

« Préoccupés par l’utilisation d’Internet a des fins de haine et de violence, nous sommes déterminés a ce que cet espace ne soit pas
perverti a ces fins, tout en garantissant qu’il reste, dans le strict respect des libertés fondamentales, un lieu de libre expression,
respectant pleinement la loi ».

Pour ce faire, les gouvernements entendent accroitre leurs travaux avec les fournisseurs d’accés a Internet pour renforcer leurs
dispositifs de surveillance :

« Dans cette perspective, le partenariat avec les grands opérateurs de 1’Internet est indispensable pour créer les conditions d’un
signalement rapide des contenus incitant a la haine et a la terreur, ainsi que de leur retrait, lorsque cela est approprié et/ou
possible. »

Depuis des années, les grandes sociétés de la Toile frangaise ont été sensibilisées a la lutte contre 1’'antisémitisme. L’on se souvient
notamment que 1’Amicale des déportés d’'Auschwitz et des camps de Haute-Silésie, le Consistoire israélite de France, et le MRAP
(Mouvement contre le racisme et pour 1’amitié entre les peuples) avaient déposé une plainte contre Yahoo! en 2000 pour avoir permis la
vente d’objets nazis sur ses pages Internet.

Le contenu de cette déclaration commune commence a créer une certaine polémique : plusieurs internautes sur Twitter (via le hashtag
#CharlieDoesSurf) soulignent le caractére contradictoire des marches républicaines pour la liberté d’expression avec des mesures de
surveillance accrues pour un meilleur contrdle du Web qui se profilent a 1’horizon.

Reste & connaitre la nature de ces mesures qui seront décidées entre les Etats membres de 1’Union européenne pour renforcer la
vigilance des FAI, mais également des autres acteurs majeurs de la Toile.

Apreés cette lecture, quel est votre avis ?

Cliquez et laissez-nous un commentaire..

Source :
http://pro.clubic.com/technologie-et-politique/actualite-749239-terrorisme-fai-devront-renforcer-vigilence-collaborer-gouvernement.html
Par Guillaume Belfiore

MegaChat : 1la messagerie
anti1-NSA signée Kim Dotcom
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Le sulfureux fondateur du défunt MegaUpload annonce le lancement d’une messagerie chiffrée
capable d’échapper a la curiosité des services de renseignement, NSA en téte.

Kim DotCom signe son retour. Aprés avoir — en apparence du moins — négocié l’arrét des attaques
par déni de service contre les réseaux Sony PlayStation et Xbox Live avec les hackers de la
Lizard Squad, le sulfureux fondateur du défunt site de téléchargement MegaUpload promet 1’'arrivée
imminente d’un nouveau service de messagerie électronique et de discussion instantanée sécurisé
par chiffrement. Un service baptisé MegaChat qui entre dans la croisade de Kim Dotcom visant a
garantir aux internautes une confidentialité totale de leurs échanges numérique. Rappelons que ce
dernier a déja lancé un service de stockage chiffré, Mega.

Pour passer a travers les mailles du filet de la NSA et d’autres services de renseignement, cette
alternative cryptée a Skype permettra aux internautes, des début 2015, d'utiliser cette
messagerie ultra-sécurisée dotée de fonctionnalités d’appels audio et de visioconférence.

Elle autorisa également « le transfert de fichiers a haute vitesse via un navigateur Web », a
promis Kim Dotcom, dans un message publié sur Twitter. Pas besoin donc d’installer un logiciel
spécifique sur son ordinateur ou sa tablette, notent nos confreres d’'ITespresso. De maniere
sécurisée, les utilisateurs pourront, gréace au chiffrement intégral des données, envoyer, lire et
partager des fichiers (audio, vidéos,..).

« Skype est obligé de fournir des backdoors »

« Vous ne pouvez faire confiance a aucun fournisseur de services en ligne installé aux Etats-Unis
pour [garantir la confidentialité] de vos données », a souligné Kim Dotcom. « Skype n’'a pas le
choix. Ils sont obligés de fournir des backdoors au gouvernement américain ». A en croire 1’homme
d'affaires d’origine allemande, MegaChat serait donc un des seuls services Internet capables de
garantir 1'intégrité des données de ses membres, et de les préserver des mancuvres d’'espionnage
des autorités gouvernementales, Etats-Unis en téte.

Rappelons que selon des informations relayées par Der Spiegel et issues des documents
confidentiels dévoilés par Edward Snowden, la NSA a réussi a contourner, des la fin 2011, 1la
sécurité de Skype pour permettre a 1'agence américaine de mettre en place une collecte de données
a grande échelle sur le systéme de communications, propriété de Microsoft.

Aprés cette lecture, quel est votre avis ?
Cliquez et laissez-nous un commentaire..

Source : http://www.silicon.fr/megachat-messagerie-anti-nsa-kim-dotcom-104829.html




