Les Francais plus vulnérables
aux virus propagés par clé
USB
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Les logiciels malveillants s'adaptent et les menaces en matiére de cybersécurité varient d’un
pays a l’autre, révele une étude menée par la société de sécurité informatique Avira.

Vols de mots de passe, chevaux de Troie, ver, applications indésirables.. En matiere de
cybersécurité, chaque pays «cultive» son défaut et son logiciel malveillant : tel est le
principal enseignement d’une étude publiée lundi par la société de sécurité informatique
Avira.

Le talon d’Achille de la France — 1’un des cing pays étudiés avec les Etats-Unis, le Royaume-
Uni, 1’Allemagne et 1’'Italie — se trouverait.. dans la clé USB. Infestée de «vers».

Avira a en effet remarqué que le logiciel malveillant le plus fréquent en France était un ver,
ou worm en anglais, de son nom technique Verecno.Gen. Son mode de contamination favori ?
L’utilisation de clés USB. Celui-ci «n'est pas sans risque, rappelle la société dans son
étude. Le ver Verecno est ainsi capable de se propager automatiquement des que la clé USB est
insérée dans 1’appareil. Savez-vous d’olu vient la clé USB qui vous est tendue ?» Avira délivre
un conseil particulier aux Francais : «Ne sur-socialisez pas».

A chaque pays son point faible

Les utilisateurs des Etats-Unis sont davantage vulnérables aux chevaux de Troie modifiant le
comportement des systemes d’exploitation Windows de leurs ordinateurs, les Allemands aux kits

d’exploitation prospérant sur les défauts de mise a jour, les Italiens aux vols de mots de
passe via les emails et les Britanniques au téléchargement d’'applications indésirables.

leparisien.fr

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques,
cryptovirus..) et vous assister dans vos démarches de mise en conformité avec la réglementation
relative a la protection des données a caractére personnel.

Par des actions d’expertises, d’'audits, de formations et de sensibilisation dans toute 1la
France et a 1’étranger, nous répondons aux préoccupations des décideurs et des utilisateurs en
matieére de cybersécurité et de mise en conformité avec le reglement Européen relatif a la
Protection des Données a caractere personnel (RGPD) en vous assistant dans la mise en place
d’un Correspondant Informatique et Libertés (CIL) ou d’un Data Protection Officer (DPO) dans
votre établissement.. (Autorisation de la Direction du travail de 1’Emploi et de la Formation
Professionnelle n°93 84 03041 84)

Plus d’'informations sur

https://www.lenetexpert.fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique
spécialisé en « Sécurité » « Cybercriminalité » et en
protection des « Données & Caractére Personnel ».
* Audits Sécurité (IS0 27005) ;
= Expertises technigues et judiciaires (Avis
techniques, Recherche de preuves téléphones,
disques durs, e-mails, contentieux, détournements
de clientéle...) ;
» Expertises de systémes de vote électronique ;

» Formations et conférences en cybercriminalité ;
{Partorisation de la DRTEF n°93 &4 03041 84)

= Formation de C.L.L. (Correspondants Informatique
et Libertés) ;
= Accompagnement & la mise en conformité CNIL de
vatre établissement.
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WhatsApp et Telegram
corrigent des vulnérabilités
importantes
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WhatsApp et Telegram ont corrigé des failles dans leurs applications aprés que des
chercheurs en sécurité ont révélé qu’il était possible de prendre le contrdéle des comptes
d’utilisateurs.

WhatsApp et Telegram sont deux applications de messagerie instantanée qui ont plus d’un
milliard d’utilisateurs cumulés. Elles offrent des communications chiffrées, un envoi de
messages rapide et un tas d'autres fonctionnalités. Mais de nouvelles recherches révélent
qu’'une image injectée par un logiciel malveillant aurait suffi a voler les comptes Web
WhatsApp ou Telegram d’une personne. Il faudrait seulement quelques secondes pour que
1’attaquant obtienne un contrdle total sur les comptes, y compris 1'acceés aux images, aux
vidéos, aux fichiers audio et aux contacts. Et le cryptage serait effectivement une aide
avec ce genre de hack.

La vulnérabilité était présente sur les versions desktop des applications, ainsi si vous
n'utilisez pas WhatsApp ou Telegram sur votre ordinateur, alors vous étiez déja a 1'abri.
Les chercheurs en sécurité ont découvert que le code malveillant pouvait étre caché a
1’intérieur d’'une image. Lorsqu’il est cliqué, le fichier image exécute le code et
1’attaquant obtient un accés complet aux données de stockage WhatsApp et/ou Telegram. Le
pirate pourrait ensuite envoyer le fichier a tous les contacts de la victime, en diffusant
le malware a d’autres cibles.

Découverte par Check Point, la vulnérabilité a été communiquée a WhatsApp et Telegram le 8
mars, et les deux entreprises ont déja déployé des correctifs pour leurs clients
desktop..[lire la suite]

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques,
cryptovirus..) et vous assister dans vos démarches de mise en conformité avec la
réglementation relative a la protection des données a caractére personnel.
Par des actions d’expertises, d’audits, de formations et de sensibilisation dans toute la
France et a 1'étranger, nous répondons aux préoccupations des décideurs et des utilisateurs
en matiére de cybersécurité et de mise en conformité avec le reglement Européen relatif a la
Protection des Données a caractere personnel (RGPD) en vous assistant dans la mise en place
d’un Correspondant Informatique et Libertés (CIL) ou d’'un Data Protection Officer (DPO) dans
votre établissement.. (Autorisation de la Direction du travail de 1'Emploi et de la
Formation Professionnelle n°93 84 03041 84)
Plus d'informations sur
https://www.lenetexpert.fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique
spécialisé en « Sécurité » « Cybercriminalité » et en
protection des « Données & Caractére Personnel »,
* Audits Sécurité (ISO 27005) ;
= Expertises techniques et judiciaires (Avis
technigues, Recherche de preuves téléphones,
disques durs, e-mails, contentieux, détournements
de clientéle...) ;
» Expertises de systémes de vote électronique ;

» Formations et conférences en cybercriminalité ;
{Partorisation de la DRTEF n®03 84 03041 84)

= Formation de C.LL. (Correspondants Informatique
et Libertés) ;

» Accompagnement a la mise en conformité CNIL de
votre établissement.
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Formations en cybersécurité
en France
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CYBERARNAQUES - S'informer pour mieux se
protéger (Le Livre)
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ARNAQUES
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POUR MIEUX
St PROTEGER
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Denis Jacopini, expert judiciaire en

informatique diplémé et spécialisé en

cybercriminalité, raconte, décrypte et donne

des parades contre toutes les cyberarnaques
dont chacun peut étre victime.

I1 est témoin depuis plus de 20 ans
d'attaques de sites Internet, de piratages
d'ordinateurs, de dépouillements de comptes
bancaires et d'autres arnaques toujours plus

sournoisement élaborées.

Parce qu'il s'est rendu compte qu'a sa
modeste échelle il ne pourrait sensibiliser
tout le monde au travers des formations et
des conférences qu'il anime en France et a

1'étranger, il a imaginé cet ouvrage afin
d'alerter tous ceux qui se posent la question
Et si ¢a m'arrivait un jour ?

Plutdét que de présenter une longue liste

d'arnaques Internet recensées depuis

plusieurs années, Denis Jacopini, avec la
collaboration de Marie Nocenti, auteur du
roman Le sourire d'un ange, a souhaité vous
faire partager la vie de victimes d'arnaques
Internet en se basant sur des faits réels,
présentés sous forme de nouvelles suivies de
recommandations pour s'en prémunir. Et si un
jour vous rencontrez des circonstances
similaires, vous aurez le réflexe de vous
méfier sans risquer de vivre la fin tragique
de ces histoires et d'en subir les
conséquences parfois dramatiques.

Pour éviter de faire entrer le loup dans

votre bergerie, il est essentiel de le

connaitre pour le reconnaitre !
Commandez sur Fnac.fr



https://livre.fnac.com/a11267131/Denis-Jacopini-Cyberarnaques
https://livre.fnac.com/a11267131/Denis-Jacopini-Cyberarnaques

https://www.youtube.com/watch?v=1Dw3kI7ra2s

06/04/2018 A 1'occasion de 1la sortie de son livre
"CYBERARNAQUES : S'informer pour mieux se protéger",Denis
JACOPINI répond aux questions de Valérie BENHAIM et ses 4
invités : 7 Millions de victimes de 1la Cybercriminalité en
2010 (Symantec) 13,8 Milions de victimes de 1la
Cybercirminalité en 2016 (Symantec) 19,3 Millions de victimes
de la Cybercriminalité en 2017 (Symantec) Plus c¢a va moins ca
va ? Peut-on acheter sur Internet sans risque ? Si le site
Internet est a 1'étranger, il ne faut pas y aller ? Comment
éviter de se faire arnaquer ? Comment on fait pour renifler
une arnaque sur Internet ? Comment avoir un coup d'avance sur
les pirates informatiques ? Quelle est l'arnaque qui revient
le plus souvent ? Denis JACOPINI vous répond sur C8 avec
Valérie BENHAIM et ses invités.

Commandez sur Fnac.fr

https://youtu.be/usgl2zkRD9I?1list=UUoHqj HKcbzRuvIPdu3FktA

12/04/2018 Denis JACOPINI est invité sur Europe 1 a l'occasion
de la sortie du livre "CYBERARNAQUES S'informer pour mieux se
protéger"

Comment se protéger des arnaques Internet

Commandez sur amazon.fr
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Je me présente : Denis JACOPINI. Je suis l'auteur de ce livre
coécrit avec Marie Nocenti, romanciere.

Pour ma part, je suis Expert de justice en informatique
spécialisé en cybercriminalité depuis 1996 et en protection
des Données a Caractere Personnel.

J'anime des formations et des conférences sur le RGPD et 1a
Cybercriminalité pour aider les organismes a se protéger des
pirates informatiques et a se mettre en conformité avec la
réglementation autour du numérique (dont le RGPD : Reglement
Général sur la Protection des Données).

Commandez sur Fnac.fr

Source : Formation et cybersécurité en France | Agence
nationale de la sécurité des systéemes d’information

Le cyber-espionnage, en téte
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Selon Trend Micro, 1’augmentation des ransomware et des attaques menées par des Etats constituent un
risque croissant pour les infrastructures critiques.

La derniere étude menée par Trend Micro, soutient que 20 % des entreprises mondiales classent le
cyber-espionnage comme la plus forte menace pour leur activité, 26 % luttant pour suivre et anticiper
1’évolution rapide des différentes menaces. Aux Etats-Unis, 20 % ont déja subi une attaque de ce type
en 2016.

L'étude révele que le cyber-espionnage arrive en téte des préoccupations de sécurité pour 2017, suivi
par les attaques ciblées (17 %) et le phishing (16 %). Les entreprises situées en Italie (36 %), en
France (24 %), en Allemagne (20 %) et aux Pays-Bas (17 %) sont celles qui craignent le plus le cyber-
espionnage, ce qui s’explique notamment par la tenue d’élections dans chacun de ces pays cette année.
Huit pays sur dix ont mentionné le caractere de plus en plus imprévisible des cybercriminels (36 %)
comme étant le plus grand frein a la protection contre les cyber-menaces. Ils sont également 29 % a
faire état de lacunes concernant la compréhension des derniéres menaces, et 26 % a s'efforcer de
suivre 1’'évolution rapide des menaces et la sophistication croissante des activités cybercriminelles.
Selon 1’'étude, pres des deux tiers (64 %) des entreprises avaient subi une cyber-attaque majeure
« connue » au cours des 12 derniers mois. En moyenne, elles en avaient méme connu quatre. Les menaces
de type ransomware étaient de loin les plus courantes, 69 % des personnes interrogées indiquant avoir
été attaquées au moins une fois au cours de la période. En réalité, seul un quart (27 %) des
entreprises interrogées n’avait pas été ciblé par un ransomware.

Autre fait notable : a peine 10 % des entreprises pensent que les attaques de type ransomware
constitueront une menace en 2017, alors que l’année 2016 a été marquée par une augmentation de 748 %
de ces attaques, avec 1 milliard de dollars de pertes pour les entreprises a travers le monde. On
estime que le nombre de ransomware va augmenter d’encore 25 % en 2017, s’attaquant a divers appareils
tels que les téléphones portables, les objets connectés (IoT) et les dispositifs d’IoT industriel
(IIoT)..[lire la suite]

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques, cryptovirus..)
et vous assister dans vos démarches de mise en conformité avec la réglementation relative a la
protection des données a caractere personnel.

Par des actions d'expertises, d’audits, de formations et de sensibilisation dans toute la France et a
1’étranger, nous répondons aux préoccupations des décideurs et des utilisateurs en matiére de
cybersécurité et de mise en conformité avec le réglement Européen relatif a la Protection des Données
a caractere personnel (RGPD) en vous assistant dans la mise en place d’un Correspondant Informatique
et Libertés (CIL) ou d’un Data Protection Officer (DPO) dans votre établissement.. (Autorisation de la
Direction du travail de 1’Emploi et de la Formation Professionnelle n°93 84 03041 84)

Plus d'informations sur

https://www.lenetexpert.fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique
spécialisé en « Sécurité » « Cybercriminalité » et en
protection des « Données & Caractére Personnel ».
= Audits Sécurité (1SO 27005) ;
= Expertises technigues et judiciaires (Avis
techniques, Recherche de preuves téléphones,
disques durs, e-mails, contentieux, détournements
de clientéle_.) ;
= Expertises de systémes de vote électronique ;

= Formations et conférences en cybercriminalité ;
(Autorisation de la DRTEF n°93 84 03041 84)

= Formation de C.LL. (Correspondants Informatique
et Libertés) ;

= Accompagnement a la mise en conformité CNIL de
votre établissement.

| Le Net Expert

INFORMATIQUE
_) Cybersécurité & Conformité

Contactez-nous

Réagissez a cet article

Source : Le cyber-espionnage, en téte des menaces en 2017 |
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A l’occasion de la sortie du livre de Christine Kerdellant Dans la Google du loup, Eric Delbecque décrypte
le projet de « fusion » entre le vivant et le digital porté par le géant de 1’informatique américain.

Christine Kerdellant a relevé un beau défi Dans la Google du loup (Plon)! Elle met le doigt la ou Google
pose véritablement probléme, a savoir sur la révolution anthropologique du transhumanisme.. Pour ce qui
concerne sa participation a la société de surveillance globale que fabriquent un certain nombre d’acteurs
publics et privés, 1’'affaire est entendue depuis des années.. Sous l’administration Obama, les dirigeants
de Google se rendirent a la Maison-Blanche 230 fois! Ils confirmérent en 2013 que les agences
gouvernementales de 1’0Oncle Sam les sollicitaient annuellement — dans le cadre du Patriot Act — pour
surveiller 1000 a 2000 comptes. En janvier 2015, la firme vedette du Web a reconnu avoir fourni au
Ministere de la Justice américain 1'intégralité des comptes Google de trois membres de WikilLeaks.

Nous assistons & l’émergence d’une société de surveillance de masse dont l’Etat n’est pas le centre mais
L’un des maillons.

Il parait dés lors compliqué de penser qu’une idéologie sécuritaire explique a elle seule l’extension de
l’ombre de Big Brother sur le monde. Les géants du numérique du secteur privé (les GAFA: Google, Amazon,
Facebook, Apple) participent largement a la maneuvre, plus ou moins volontairement (pas pour des raisons
politiques, mais économiques). Nous assistons a l’émergence d’une société de surveillance de masse dont
1’Etat n’est pas le centre mais 1’un des maillons. Sa stratégie en matiére de renseignement doit se lire
comme un fragment d’un systéme cybernétique (au sens de science du contréle) beaucoup plus vaste, ou le
capitalisme financier californien et numérique occupe une place décisive. Séparer ce dernier du complexe
militaro-sécuritaro-industriel de 1’0Oncle Sam devient de plus en plus difficile, voire hasardeux.
L’intérét plus décisif du livre de Christine Kerdellant est ailleurs. Il explore de maniére tres
accessible et percutante le ceur du projet Google, ou plutét sa signification philosophique profonde.
Derriere les joyeux Geeks de la Silicon Valley s’exprime la volonté de réifier 1’humanité, de l’enchainer
a une raison calculante. Cette derniére va nous émanciper nous répéte-t-on, nous libérer — via le Big
Data — des limites de notre condition, nous délivrer de la mort et transformer notre existence en un
jardin de fleurs. Mais lorsqu’on choisit d’examiner de plus prés les conséquences des propositions de
Google, on découvre une perspective d’avenir moins réjouissante..[lire la suite]

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques, cryptovirus..) et
vous assister dans vos démarches de mise en conformité avec la réglementation relative a la protection des
données a caractére personnel.

Par des actions d’expertises, d’audits, de formations et de sensibilisation dans toute la France et a
l’étranger, nous répondons aux préoccupations des décideurs et des utilisateurs en matiére de
cybersécurité et de mise en conformité avec le réglement Européen relatif a la Protection des Données a
caractere personnel (RGPD) en vous assistant dans la mise en place d’un Correspondant Informatique et
Libertés (CIL) ou d’un Data Protection Officer (DP0) dans votre établissement.. (Autorisation de la
Direction du travail de l’Emploi et de la Formation Professionnelle n°93 84 03041 84)

Plus d’informations sur
: https://www. lenetexpert. fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique

specialisé en « Sécurité » « Cybercriminalité » et en

| protection des « Données & Caractére Personnel ».

= Audits Sécurité (ISO 27005) ;

= Expertises techniques et judiciaires (Avis
techniques, Recherche de preuves téléphones,
disques durs, e-mails, contentieux, détournements
de clientgle...) ;

= Expertises de systémes de vote électronique ;

= Formations et conférences en cybercriminalité ;
(Autorieation de la DRTEF °93 84 03041 84)

= Formation de C.LL. (Correspondants Informatique
et Libertés) ;
= Accompagnement & la mise en conformité CNIL de
votre établissement.

| Le Net Expert
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L | _J Cybersécurité & Conformité
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Réagissez a cet article

Source : Google, ou la révolution transhumaniste via le Big
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Le Bourget : ces drones vont
vous faciliter la vie

2 Le Bourge drones
vont vou géc11f%er la vie

De droles d’engins vrombissaient ce mardi au Musée de 1’Air et
de L’Espace du Bourget...[Lire la suite ]

Notre métier : Vous aider a vous protéger des pirates
informatiques (attaques, arnaques, cryptovirus..) et vous
assister dans vos démarches de mise en conformité avec la
réglementation relative a 1la protection des données a
caractere personnel.

Par des actions de formation, de sensibilisation ou d’audits
dans toute la France et a l’étranger, nous répondons aux
préoccupations des décideurs et des utilisateurs en matiere de
cybersécurité et de mise en conformité avec le reglement
Européen relatif a la Protection des Données a caractere
personnel (RGPD) en vous assistant dans la mise en place d’un
Correspondant Informatique et Libertés (CIL) ou d'un Data
Protection Officer (DP0O) dans votre établissement..
(Autorisation de la Direction du travail de 1’Emploi et de la
Formation Professionnelle n°93 84 03041 84)

Plus d’informations sur sur cette page.
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Denis JACOPINI est Expert Informatique assermenté
spécialisé en cybercriminalité et en protection des
données personnelles.

» Expertises techniques (virus, espions, piratages,
fraudes, arnagues Internet..) et judiciaires
(investigations téléphones, disques durs, e-mails,
contentieux, détournements de clientéle...) ;

» Expertises de systémes de vote électronique ;

» Formations et conférences en cybercriminalité ;

» Formation de C.LL. {Correspondants Informatique
et Libertés) ;

» Accompagnement 3 la mise en conformité CNIL
de votre établissement.

l.e Net Expert
INFORMATIQUE Contactez-nous

l Consultant en Cybercriminalité ef en
Protection des Données Personnelles

Réagissez a cet article

La lutte du cyberharcelement
sur Twitter grace a
1l'intelligence artificielle
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Le réseau social va s’aider d’outils d’apprentissage automatique pour repérer plus vite les messages allant a
1’encontre de ses regles d’utilisation

Un concert d’excuses et quelques mesures concretes. Aprés plusieurs années de silence et d’hésitation, Twitter
promet que 2017 sera l'année de la lutte contre le harcelement. Le réseau social présente trois nouveaux outils
pour limiter 1’'influence des discours de haine et des attaques ciblés contre ses utilisateurs. Ils seront
déployés a partir de mardi. D’autres fonctionnalités devraient étre présentées dans le courant de 1’année. «Nous
avons entendu vos critiques. Nous n’avons pas progressé assez l'année derniére», avait déclaré Ed Ho, vice-
président de Twitter, fin janvier. «Nous continuerons a étre attentifs a vos retours, d’apprendre des critiques
et de sortir des nouvelles fonctionnalités jusqu’a ce que tous nos utilisateurs ressentent ces changements.»
Twitter va se reposer sur une nouvelle arme pour 1l'aider danf sa modération: 1’'intelligence artificielle.
Repérer plus rapidement les agressions

Le nouveau plan de Twitter comporte trois mesures phares. La premiére doit lutter contre la création abusive de
nouveaux comptes par des utilisateurs déja bannis du réseau social. Il est difficile de repérer ces internautes.
Il changent généralement d’adresse mail, de numéro de téléphone et d’adresses IP pour s’inscrire a nouveau.
Twitter va s’appuyer sur un programme d’'apprentissage automatique afin de repérer les resquilleurs. Tout compte
banni définitivement du réseau social sera analysé afin de repérer des signaux permettant d’identifier une
personne, comme une maniére de parler, des sujets ou des victimes de prédilection, des hashtags préférés, etc.
Si un nouveau compte Twitter correspond a cette analyse, il pourra étre rapidement supprimé.

Twitter crée également une nouvelle option pour masquer les images choquantes dans les recherches de tweets.
Sont concernées les photos pornographiques ou violentes. Elles seront repérées automatiquement. Par exemple, une
personne tapant «Bataclan» dans la barre de recherche de Twitter devrait en théorie ne pas voir de photos de la
tuerie. Cet outil devrait aussi étre utile pour les personnes faisant 1’objet d’une campagne de dénigrement,
afin de ne pas voir son pseudo associé a des images pornographiques ou violentes. L’option sera enclenchée par
défaut, mais pourra étre désactivée dans les réglages Twitter.

Dernier outil lancé par le réseau social: les réponses a un tweet seront bientdt classées par ordre d’intérét.
Les messages automatiquement détectés comme «peu intéressants» par Twitter seront relégués en bas. Parmi les
criteres examinés par le réseau social: si le compte est nouveau et ne suit aucune autre personne, s’il a déja
été signalé pour abus ou qu’il emploie des insultes.

Accélerer le signalement

L’intelligence artificielle ne va pas remplacer les modérateurs de Twitter. Elle interviendra pour accélérer le
signalement de contenus. Comme les autres réseaux sociaux, Twitter applique une modération a posteriori: les
utilisateurs doivent lui signaler les contenus problématiques pour qu’ils soient contrdolés et éventuellement
supprimés s’ils enfreignent les régles d’'utilisation. Le réseau social collabore aussi avec les autorités qui
peuvent lui signaler des contenus illégaux. En France, plus de 466 tweets ont fait 1’objet d’une demande de
retrait par la police ou le gouvernement entre janvier et juin 2016..[lire la suite]

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques, cryptovirus..) et vous
assister dans vos démarches de mise en conformité avec la réglementation relative a la protection des données a
caractere personnel.

Par des actions d’expertises, d’audits, de formations et de sensibilisation dans toute la France et a
1’étranger, nous répondons aux préoccupations des décideurs et des utilisateurs en matiere de cybersécurité et
de mise en conformité avec le réglement Européen relatif a la Protection des Données a caractere personnel
(RGPD) en vous assistant dans la mise en place d’un Correspondant Informatique et Libertés (CIL) ou d’un Data
Protection Officer (DPO) dans votre établissement.. (Autorisation de la Direction du travail de 1’Emploi et de
la Formation Professionnelle n°93 84 03041 84)

Plus d'informations sur

https://www.lenetexpert.fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique
spécialisé en « Sécurité » « Cybercriminalité » et en
protection des « Données & Caractére Personnel ».

= Audits Sécurité (ISO 27005) ;

= Expertises techniques et judiciaires (Avis
techniques, Recherche de preuves téléphaones,
disques durs, e-mails, contentieux, détournements
de clientéle...) ;
Expertises de systdmes de vote électronique ;

= Formations et conférences en cybercriminalité ;
(Autorisation de la DRTEF 1703 84 03041 84)

= Formation de C.I.L. (Correspondants Informatique
et Libertés) ;

= Accompagnement & la mise en conformité CNIL de
votre établissement.
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Les dangers des jouets
connectés | Denis JACOPINI
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La gamme Cloudpets de Spiral Toys a été piratée. Plus de 800000 comptes ont été piratés avec les informations qui y sont liées et plus de 2,2 millions de
messages vocaux se retrouvent également sur la toile. Les peluches connectées de la marque permettait en effet aux parents et aux enfants de s’échanger des
messages par le biais d’une application téléphonique, a travers 1’ours en peluche.

"atlantico

UN VENT NOUVEAU SUR LINFO

Denis JACOPINI a été Interviewé par la revue Atlantico a ce sujet

Atlantico : Une société d’ours en peluche connectés a été récemment piratée, les messages laissés par les parents a leurs enfants sont désormais hackable. Ce
n’est pas la premiére fois que ce type de piratage arrive, pour protéger nos enfants, devrions-nous les éloigner de ce type de jouets connectés ?

Denis JACOPINI : En effet, au-dela du risque relatif a la protection des données personnelles des enfants et de leurs parents, la revue Que choisir avait déja
alerté les consommateurs en fin 2016 sur des risques inhérents au connexions non sécurisée de plusieurs jouets connectés.

Qui a tenu compte du résultat de cette étude pour revoir la liste des jouets qui seraient présents dans la hotte légendaire ?

La relation entre les enfants et les jouets va bien au-dela de la technologie et des risques qu’elle peut représente.

Les jouets bénéficie également de phénoménes de mode et 1’engouement, sauf erreur, se fout bien de la qualité des produits et encore moins de leur sécurité.
Manque de connaissance, inconscience, crédulité ou trop de confiance de la part des parents ? Il est vrai qu’on peut facilement croire que si des jouets se
trouvent sur nos rayons, c’est qu’ils ont forcément dii passer avec succés toute une batterie de tests rassurant pour le consommateur

Pour la part des jouets a usage familial testés, méme si les normes EN71 et EN62115 ont été récemment révisées pour répondre aux exigences de la nouvelle
directive 2009/48/CE, les validations se reposeront sur des niveaux satisfaisants en terme de propriétés physiques et mécaniques, d’inflammabilité, de propriétés
chimiques, électriques ou bien relatives a 1’hygiéne et a la radioactivité.

Vous l’aurez remarqué, aucun test n’est prévu pour répondre a des mesures ne serait-ce que préventive en terme de protection des données personnelles et encore
moins en matiére se sécurité numérique.

Alors finalement, pour répondre a votre question : « devrions-nous éloigner les enfants de ce type de jouets connectés ? »

A mon avis, en l’absence de normes protectrices existantes, la prudence devrait étre de mise. Certes, il est impossible de se protéger de tout. Cependant, il
serait a minima essentiel que les parents soient informés des risques existants et des conséquences possibles que pourraient provoquer des piratages par des
personnes mal intentionnées pour prendre des mesures qu’ils jugent utiles.

Atlantico : Comment pouvons-nous restreindre la possibilité de piratage de données pour ce type d’objet ?

D.J. : La situation confortable serait que le consommateur soit vigilant pour ce qui concerne les mesures de sécurité couvertes par 1’appareil et celles qui ne
le sont pas. Malheureusement, ces gardes-fous ne sont qu’a l’état d’étude.

Sauf a vous retrouver dans un environnement ou le voisin le plus proche se trouve a plusieurs dizaines de meétres, étre prudent dans 1’usage de ces objets
pourrait par exemple consister a

— Si le jouet le permet, changer le mot de passe par défaut et mettre en place un mot de passe complexe pour accéder a sa configuration ;

— Si le jouet le permet, activer les connexions sécurisées par cryptage ;

— Si le jouet le permet, désactiver les connexions a partir d’une certaine heure ;

— N’utiliser les jouets connectés que dans des environnements protégés, en raison de la portée limitée des communications Bluetooth (par des distances
suffisantes entre le jouet et des pirates éventuels) ;

— Pour les jouets utilisant le Wifi,

— Mettre en place des protections physiques contre les rayonnements électromagnétiques dans certaines directions ;

— Cacher les caméras si elles ne sont pas utilisées ;

— En fin d’utilisation du jouet, ne pas se satisfaire d’éteindre 1’appareil qui ne sera peut-étre seulement en veille, mais retirer les piles ou placer le jouet
dans un espace protégé (fabriquez une cage de Faraday) ;

Enfin, compte tenu que le bon fonctionnement du jouet est 1ié a 1’acceptation des conditions contractuelles d’utilisation des donnés personnelles ne respectent
pas les regles européennes relative a la protection de ces données et de la vie privée car les fabricants sont généralement situés hors Europe, ne pas accepter
ces conditions reviendrait a étre privé de 1’usage des fonctions du jouet.

Atlantico : Concrétement, les objets connectés sont une porte ouverte a notre intimité, quels sont les dangers liés a ce type d’objets ?

A défaut d’information de la part des fabricants et d’alerte de la part des médias, il serait, a mon avis, adapté que le consommateur reconsidére les objets
numériques et particuliérement les objets connectés comme étant des équipements dont les fonctions et conséquences induites risquent de se retourner contre son
utilisateur.

L’année derniére, l’association de consommateurs UFC-Que choisir a mis en garde les consommateurs sur le stockage des données. Elle a d’ailleurs saisi sur le
sujet la Commission nationale de l’informatique et des libertés et la Direction générale de la concurrence, de la consommation et de la répression des fraudes.
En effet, tout ce que disent les enfants a la poupée testée est enregistré et mystérieusement stocké sur des serveurs a l’étranger et géré par la société Nuance
Communications. L’Association européenne de défense des consommateurs a déclaré : « Tout ce que l’enfant raconte a sa poupée est transmis a l’entreprise, basée
aux Etats-Unis, Nuance Communications, spécialisée dans la technologie de reconnaissance vocale ».

Quelles sont les conséquences d’un tel usage de nos données ?

L’'objectif évident est le matraquage publicitaire des enfants, car certains jouets ont une certaine tendance a faire souvent allusion a l’univers de Disney ou a
Nickelodeon par exemple.

Enfin, des tests ont montré qu’un tiers situé a 20 métres du jouet peut s’y connecter par Bluetooth et entendre ce que dit votre enfant a sa poupée ou a son
robot, sans méme que vous en soyez averti. La connexion peut méme se faire a travers une fenétre ou un mur en béton et le nom Bluetooth par défaut du jouet
connecté, permet tres simplement de les identifier.

Plus grave encore.. Un tiers peut prendre le contrdle des jouets, et, en plus d’entendre votre enfant, communiquer avec lui a travers la voix du jouet.

Que ¢a soit en en terme d’écoute et d’espionnage a distance de l’environnement de l’enfant et de celui des parents, ou en terme de prise de contrdle & distance
de l'appareil risquant de terroriser ou pire, traumatiser l’enfant, la prudence doit d’abord rester de mise.

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques, cryptovirus..) et vous assister dans vos démarches de mise en conformité
avec la réglementation relative a la protection des données a caractére personnel.

Par des actions d’expertises, d’audits, de formations et de sensibilisation dans toute la France et a l’étranger, nous répondons aux préoccupations des décideurs
et des utilisateurs en matiere de cybersécurité et de mise en conformité avec le réglement Européen relatif a la Protection des Données a caractere personnel
(RGPD) en vous assistant dans la mise en place d’un Correspondant Informatique et Libertés (CIL) ou d’un Data Protection Officer (DPO) dans votre établissement..
(Autorisation de la Direction du travail de 1’Emploi et de la Formation Professionnelle n°93 84 03041 84)

Plus d'informations sur : https://www.lenetexpert.fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique
spécialisé en « Sécurité » « Cybercriminalité » et en
protection des « Données & Caractére Personnel ».

= Audits Sécurité (ISO 27005) ;

= Expertises techniques et judicisies  (Avis
techniques, Recherche de preuves téléphones,
disques durs, e-mails, contentieux, détournements
de clientsle...) ;
Expertises de systémes de vote électronique ;

Formations et conférences en cybercriminalits ;
(kutorisationde I DRTEF n°93 84 03041 64)

= Formation de C.LL. (Correspondants Informatique
et Libertés) ;
= Accompagnement & la mise en conformité CNIL de
votre établissement.
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Source : Jouet connecté : aprés un piratage, les données de
800000 familles fuitent sur le web

Les drones volent au secours
des agriculteurs

= Les drones volent au
secours des agriculteurs

Et si 1’avenir de l’agriculture se jouait.. dans les airs ?
Depuis quelques années, les exploitants agricoles ont effet 1la
possibilité d’analyser 1leurs parcelles a 1’aide d’un
drone...[Lire la suite ]

Notre métier : Vous aider a vous protéger des pirates
informatiques (attaques, arnaques, cryptovirus..) et vous
assister dans vos démarches de mise en conformité avec la
réglementation relative a 1la protection des données a
caractere personnel.

Par des actions de formation, de sensibilisation ou d’audits
dans toute la France et a l’étranger, nous répondons aux
préoccupations des décideurs et des utilisateurs en matiere de
cybersécurité et de mise en conformité avec le reglement
Européen relatif a la Protection des Données a caractere
personnel (RGPD) en vous assistant dans la mise en place d’un
Correspondant Informatique et Libertés (CIL) ou d'un Data
Protection Officer (DPO) dans votre établissement..
(Autorisation de la Direction du travail de 1’Emploi et de la
Formation Professionnelle n°93 84 03041 84)

Plus d’informations sur sur cette page.
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Denis JACOPINI est Expert Informatique assermenté
spécialisé en cybercriminalité et en protection des
| données personnelles.

» Expertises techniques (wirus, espions, piratages,
fraudes, arnaques Internet..) et judiciaires
(investigations téléphones, disques durs, e-mails,
contentieux, détournements de clientéle...) ;

» Expertises de systémes de vote électronique ;

» Formations et conférences en cybercriminalité ;

» Formation de C.LL. {Comrespondants Informatique
et Libertés) ;

» Accompagnement 3 la mise en conformité CNIL
de votre établissement.
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L’année 2016 a démontré que les mesures de sécurité traditionnelles ne suffisaient plus et que de nouvelles stratégies devaient é&tre mises en place. 2017 va donc s’inscrire dans la continuité de
ce qui a déja été amorcé 1’année passée, a savoir : toujours plus de sécurité pour toujours une protection maximisée. Les experts de NTT Security ont fait ressortir les tendances et les
prévisions pour cette année qui débute.

Selon Garry Sidaway, Vice-Président Senior de la Stratégie de Sécurité

1. L’identité restera au ceur des enjeux

Au risque de nous répéter, les mots de passe fournissent aujourd’hui des garanties insuffisantes. A l’ére du digital et de la mobilité, commodité et sécurité ne font pas bon ménage. Certes, les
mots de passe sont bien pratiques, mais ils sont de moins en moins percgus comme une preuve d’identité irréfutable. Devant 1’utilisation croissante des smartphones et les exigences de simplicité
des consommateurs et des professionnels, les solutions d’identité resteront donc au ceur des préoccupations en 2017. C’est ainsi que le mot de passe traditionnel cédera du terrain face a la
poussée du « multi-facteurs », une méthode combinant plusieurs facteurs d’authentification (localisation, possession d’un objet, d’une information, etc.). Cette association entre physique et
digital, avec en toile de fond 1’émergence de méthodes d’'authentification avancées, favorisera le développement de nouvelles solutions de gestion des identités.

2. Le mobile sera omniprésent

Au royaume du digital, le mobile est roi. Un roi qui bouscule l1’ordre établi dans de nombreux domaines, des méthodes de paiement jusqu’aux interactions sociales. Véritables hubs digitaux, nos
smartphones constituent désormais non seulement une fenétre de contrdle et d’'interaction avec le monde mais aussi une interface d’'identification et d’'authentification. Dans un tel contexte, 2017
verra le curseur de la menace se déplacer des ordinateurs portables vers les appareils mobiles. Si, traditionnellement, les acteurs de la sécurité se sont concentrés sur les systémes back-end et
les conteneurs, ils devront revoir leur approche pour placer le mobile au ceur de leur dispositif.

3. Les entreprises surveilleront la menace interne

Le probléme des menaces internes ne date pas d’'hier. Coté défense, les progrés réalisés dans les domaines de 1’analytique et de la détection des anomalies devraient se poursuivre en 2017. Dans un
milieu de U’entreprise de plus en plus dynamique, définir les critéres d’un comportement utilisateur « normal » restera un défi de taille. Toutefois, avec le développement de nouvelles techniques
de machine learning, nous verrons l’analyse comportementale s’opérer directement au niveau des terminaux.

4. Fin de la détection basée sur les signatures

Antivirus nouvelle génération, solutions de sécurité des terminaux, solutions de détection et de réponse aux incidents.. Peu importe leur nom, les solutions de protection des terminaux se
projetteront bien au-dela de la détection basée sur des signatures statiques, a commencer par les outils d’analyses avancées que l’'on retrouvera systématiquement sur ces solutions. Leur force
résidera notamment dans leur capacité a exploiter la puissance du cloud pour partager l’information sur les menaces connues. La diversité et le volume sans précédent des malwares engendreront
1’émergence d’une nouvelle approche. Destinée & enrayer le syndrome dit du « patient zéro », cette démarche reposera & la fois sur une collaboration internationale et 1’utilisation d’une
cyberveille prédictive et proactive pour libérer toute la force du collectif.

5. Le tout-en-un fera de plus en plus d’adeptes

Alors que le marché de la cybersécurité se consolide, les entreprises se tournent vers des solutions de sécurité couvrant 1’intégralité des environnements TIC. Traditionnellement, la force des
prestataires de sécurité managée (MSS) s’'est située dans leur capacité a intégrer un maillage d’outils complexes et pointus. Aujourd’hui, la situation a changé. Tout 1’enjeu consiste a intégrer
le facteur sécurité a tous les échelons du cycle opérationnel de l’entreprise. Les clients chercheront donc un partenaire capable d’agir sur tous les fronts : applications métiers, infrastructure
réseau, services cloud et de data center autour d’une console de gestion centralisée. En 2017, les solutions multifournisseurs apparaitront comme datées. Les acteurs de la sécurité devront ainsi
coordonner un service complet de bout en bout pour répondre aux enjeux de l’espace de travail digital.

Selon Stuart Reed, Directeur Senior Product Marketing

6. Les consommateurs exigeront plus de transparence

Une étude récente de NTT Security a mis en lumiére les attentes croissantes des cyberconsommateurs en matiére de transparence, tant sur le plan des pratiques que de la gestion des incidents. Ces
conclusions traduisent notamment une sensibilisation accrue des consommateurs sur les questions de sécurité suite aux scandales de violations a répétition. La tendance est appelée a se poursuivre
en 2017 et au-dela. Notons enfin que les entreprises dotées de politiques de sécurité et de plans d’intervention efficaces diminueront leur exposition au risque, tout en profitant d’un puissant
levier de compétitivité.

7. L’innovation en moteur de consolidation

Du point de vue de 1'offre comme des fournisseurs de cybersécurité, 2016 a été placée sous le signe de la consolidation. Au rang des plus grosses opérations, on citera l’acquisition de BlueCoat
par Symantec, la série de rachats par Cisco et, plus proche de nous, la création de NTT Security autour de trois piliers : analytique de pointe, cyberveille avancée et conseils d’experts en
sécurité. Derriére ce phénoméne de consolidation, on retrouve une constante : 1'innovation. Concrétement, les grandes entreprises ont racheté des spécialistes pour accéder a leurs compétences et
les englober dans une offre plus aboutie. Ces grands acteurs profitent enfin d’économies d’échelle considérables — et de l’expertise et de 1’efficacité qui en découlent - pour mener des
programmes d’incubation qui viendront a leur tour stimuler 1’innovation. Cette tendance de fond souligne bien 1’importance de 1l’innovation pour évoluer au rythme des besoins de sécurité des
clients.

8. L’identité des objets

Avec l'essor de 1'IoT, la frontiére entre physique et digital s’estompe peu a peu pour créer des expériences clients plus pratiques, rapides et efficaces. Seulement voila, les cybercriminels ont
eux aussi investi la sphére de 1'IoT a l’affGt de la moindre vulnérabilité. On a ainsi recensé des cyberattaques se servant d’objets connectés (caméras de vidéosurveillance, imprimantes..) pour
lancer des attaques DDoS qui sont parvenues a paralyser des sites comme Twitter et Spotify. L’année 2017 verra sans doute une recrudescence des attaques perpétrées a l’encontre des objets
connectés. D’ou le besoin impérieux d’intégrer ces appareils a une politique de sécurité plus compléte, notamment pour mieux contréler 1'identité et la légitimité de leurs utilisateurs.

9. L’analytique changera la donn

L’'un des grands défis de la cybersécurité pourrait se résumer par cette question : comment produire une information cohérente a partir d’une avalanche de données issues de dispositifs multiples ?
Si 1’analyse de données a pour fonction premiére de « donner du sens », 1’évolution des menaces doit nous inciter a revoir nos méthodes d’interprétation et de contextualisation de 1’information.
Dans cette optique, les outils avancés d’analyse du risque vous permettront de prendre les bonnes décisions. Au-dela des événements présents, ces outils ont pour fonction de décortiquer les
données historiques pour faire ressortir des tendances, mais aussi d’utiliser l’intelligence artificielle pour identifier les schémas comportementaux annonciateurs d’une attaque. Fondées sur des
technologies avancées de machine learning, des outils d’analyse automatiques et des experts en astreinte permanente, les solutions d’analytique de pointe promettent de changer la donne dans le
secteur des MSS.

Selon Kai Grunwitz, Vice-Président Senior Europe Centrale

10. La cybersécurité va s’imposer comme un facteur clé de succés

Pour étre reconnue comme tel par tous les acteurs concernés, la cybersécurité doit s’intégrer en amont a 1’ensemble des processus métiers de l’entreprise. Dans un monde connecté ou le digital
gagne chaque jour en importance, les entreprises veulent pouvoir compter sur une sécurité parfaitement incorporée a leurs stratégies métiers et IT. Outre son rdle indispensable de gardienne des
données sensibles, du capital intellectuel et des environnements de production, la cybersécurité sera également partie intégrante de 1’innovation et de la transformation de l’entreprise.

La sécurité ne sera plus seulement le probléme des DSI, mais s’invitera au ceur des processus métiers et constituera l’un des ressorts de la chaine de valeur. Enfin, la gestion du cycle de
sécurité constituera un différenciateur clé autant qu’une priorité essentielle dans le cadre d’une stratégie de sécurité orientée métiers. Elle procurera aux entreprises un avantage concurrentiel
et un réel levier de valeur ajoutée.

Selon Chris Knowles, Directeur solutions

11. Le RGPD sera partout !

Si vous pensiez que le Réglement général sur la protection des données (RGPD) a été 1'un des grands thémes de 2016, attendez de voir ce que 2017 vous réserve. Alors que les fournisseurs
proclameront les avantages de leurs technologies et que les équipes juridiques plancheront sur la définition d’une sécurité réellement irréprochable, les clients, eux, se lanceront dans les
préparatifs.

12. Au royaume des aveugles, les borgnes sont rois.. mais plus pour trés longtemps !

Pour beaucoup d’entreprises, la sécurité se résume a la protection d’'un périmétre au moyen de périphériques inline censés analyser 1’'intégralité du trafic et intervenir sur la base d’'éléments
visibles. Toutefois, la mobilité croissante des collaborateurs, associée & l’explosion du nombre d’applications cloud en entreprise, créent des « angles morts ». A commencer par le transit
d’informations via des tunnels cryptés, le stockage et le traitement de données a 1’'extérieur de data centers sécurisés, ou encore les communications entre machines virtuelles qui échappent
totalement a la surveillance des dispositifs de sécurité existants. En 2017, les entreprises se pencheront sur ce phénoméne afin d’éliminer les angles morts et de reprendre le contréle de leur
sécurité.

Notre métier : Vous aider a vous protéger des pirates informatiques (attaques, arnaques, cryptovirus..) et vous assister dans vos démarches de mise en conformité avec la réglementation relative a
la protection des données a caractére personnel.

Par des actions d’expertises, d’'audits, de formations et de sensibilisation dans toute la France et a 1’étranger, nous répondons aux préoccupations des décideurs et des utilisateurs en matiére de
cybersécurité et de mise en conformité avec le réglement Européen relatif a la Protection des Données a caractére personnel (RGPD) en vous assistant dans la mise en place d’un Correspondant
Informatique et Libertés (CIL) ou d’un Data Protection Officer (DPO) dans votre établissement.. (Autorisation de la Direction du travail de 1’Emploi et de la Formation Professionnelle n°93 84
03041 84)

Plus d’informations sur : https://www.lenetexpert.fr/formations-cybercriminalite-protection-des-donnees-personnelles

Denis JACOPINI est Expert Judiciaire en Informatique
| spécialisé en « Sécurité » « Cybercriminalité » et en
| protection des « Données & Caractére Personnel ».
= Audits Sécurité (ISO 27005) ;
= Expertises techniques et judiciaires (Avis
techniques, Recherche de preuves téléphones,
disques durs, e-mails, contentieux, détournements
de clientle..)
* Expertises de systémes de vote électronique ;

« Formations et conférences en cybercriminalité ;
(utorsaton de f DRTEF 3 84 03041 84)

* Formation de C.LL. (Correspondants Informatique
et Libertés) ;

* Accompagnement 3 la mise en conformité CNIL de
votre établissement.
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